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From the second semester of 2013 the initiatives NMIOTC took in support of 2014 as a “Legal Year” are as follows:

1. Establishing and delivering for the first time the Pilot Course 9000 “Legal Issues in MIO”, dealing with a variety of issues that arise during the planning and execution phase of Maritime Security and Maritime Interdiction Operations.

2. Establishing continuous and productive cooperation with key international players in law enforcement such as INTERPOL, EUROPOL, US European Command (EUCOM), US Drug Enforcement Administration (DEA), and the US Naval Criminal Investigative Service (NCIS). We are including their valuable experience in our training products, with a focus on illicit trafficking at sea.

3. The establishment of continuous cooperation with outstanding academic institutions in the field of law, such as the University of South Africa, The Pantion University of Athens, and the University of Trace, which supported NMIOTC with the development of our Legal course.

4. With the assistance of the US EUCOM and the Hellenic Police SMEs we developed the module of “Evidence Collection”, which ensures that boarding teams effectively collect evidence from an crime scene in order to effectively prosecute suspects in court.

5. We established the training module “Collection of Biometrics in the Maritime Environment” (which also deals with proper dissemination), in order to ensure that Identity Operations are executed in accordance with Alliance Concepts and International Law.

6. Developing the new course illicit trafficking at Sea with the assistance of US EUCOM with focus on effective countering of illicit trafficking of drugs, people, weapons etc.

7. We are moving towards the concept of exploiting Non Lethal Weapons in order to neutralize adversaries. We are looking for ways to incorporate to our tactics and procedures this capability which even thought is used for a long time from law enforcement agencies it is something new for most armed forces.

8. We established a direct cooperation with Legal Authorities such as the Legal Prosecutor Office of Piraeus for piracy issues and we included their valuable experience in our training products.

9. Not to forget also the key pillar of transformation which deals with the objective of achieving a law enforcement culture for maritime forces contributing to the experimentation and development of solutions and equipment such as C3PO CEBOSS and video streaming of real time High Definition Video from boarding teams to motherships and to the Headquarters ashore for the timely assessment of findings and biometric data aimed to the evaluations of evidences and to the possible prosecution of the suspected criminals.

As everybody knows, theory that is not implemented is meaningless. After identifying the need to fill the gap on law enforcement culture, our response was immediate. Following our aim to develop a diverse and highly effective Maritime Security Operations workforce and to enhance integrations and improvement of interoperability on the High Seas, while forging at the same time a law enforcement culture, NMIOTC developed a wide range of actions to serve this goal and is making a strong and continuous effort to deliver the best and most effective training to NATO Forces and to support the International Maritime Community.

Ioannis Pavlopoulos
Commodore GRC (N)
NMIOTC Commandant
Implementing Maritime Security Measures

by Philip Holilhead
Head of Djibouti Code of Conduct Implementation, IMO

For the shipping industry maritime security perhaps means the ability for merchant ships to "pass on the seas upon their lawful occasions". But the days when the naval balance ensured the status quo are gone; navies are no longer deployed in sufficient numbers to ensure that sea lines of communication remain unthreatened unless specifically tasked to do so. Thus there is greater reliance upon local navies to be able to combat threats to maritime security.

The key to effective maritime security is clear legislation and multi-organizational cooperation. This has been the key to the effective suppression of piracy off the coast of Somalia where a cooperative effort by navies and merchant shipping has resulted in no successful piracy attacks for over 2 years. Given the types of geographical area in which piracy occurs and the ability of regional forces to operate outside their TTWs, there will always be a case for a coordinated naval presence to suppress this threat when it arises.

But piracy is not the only threat to maritime security, and thus to implement full maritime security requires complete buy-in by coastal States, and to achieve that requires capacity building efforts to occur. Experience from the western Indian Ocean and Gulf of Aden area is that it is not just navies that require capacity building, but in fact the whole mechanism of government and legislation so that States fully understand why they need to be involved in securing the maritime space and the resources therein, and have the law to act upon it. This whole of government approach basing security decisions on the value of maritime resources is required to draw the small navies and coastguards out of their ports and create a presence in areas such as fishing grounds, port approaches, tourism areas, offshore mineral and gas extraction areas etc. When they are at doing this, then their presence will go a long way to suppressing criminal acts such as smuggling, IUUF etc.

To implement maritime security in the future we should build on the lessons learned so far. Liaison between navies and merchant shipping should be continued at the strategic level as a matter of course, so that emerging threats to security can be identified by those who regularly transit the oceans' choke points and trouble spots, to those who might be required to respond. Navies and coastguards in coastal States should be encouraged to patrol their TTWs and EEZs within robust regional frameworks in order to suppress local threats to maritime security. Established navies should be used as diplomatic tools to influence in these matters and to assist with local and regional capacity building e.g. the mechanisms by which NATO warships are able to meet at sea and both communicate and exercise together against mutually held SOPs could if exported be a significant enabler for establishing regional coordinated maritime law enforcement capability. Politicians should be encouraged to look upon such work as 'conflict prevention' rather than aid, and invest accordingly.

Philip Holilhead
With 35 years service as a Warfare Officer in the Royal Navy, and vast experience of multi-national operations including as an Executive Assistant to a NATO Commander, command of UN maritime forces in Cambodia, and diplomatic postings as the UK Defence Attaché in Egypt and Yemen, Phil Holilhead has a wealth of international, operational and planning experience. On leaving the Royal Navy in 2009 he worked temporarily for the European Union as an expert conducting needs analysis for the Critical Maritime Routes programme. In April 2010 he was approached by the IMO to lead the newly-formed Counter-Piracy Project Implementation Unit. His job at IMO is to deliver capacity to counter piracy and other maritime security threats in the Gulf of Aden and Western Indian Ocean in accordance with the Djibouti Code of Conduct, manage the IMO multi-donor trust fund, and run the Counter-Piracy Project Implementation Unit. He is a regular speaker at international conferences on countering-piracy, and has both hands-on and strategic experience of delivering maritime capacity on a regional basis. Phil is married with 4 grown-up children and 3 grandchildren.
the “Global Maritime Network” (GMN) or “Partnership” (GMP), emanated from the increased international maritime traffic due to globalization and from the concept that promoting and maintaining the security of the global maritime commons is a key element, because the freedom of the seas is critical to any nation’s long-term economic well-being. Indeed, policing and protecting the maritime commons against a wide spectrum of threats is a high priority for all nations interested in the economic prosperity and security that derives from a free and safe maritime domain.

The U.S. Navy used a series of magazine articles and speeches by various senior officers, including Admiral Mullen, to explain and build support for the thousand-ship Navy. The TSN/GMP was envisioned as an international maritime force, an aggregation of maritime entities, not just of the world’s navies, to protect the maritime domain and to ensure that the lifeblood of globalization—trade—flows freely and unencumbered. These public writings and statements established the guiding principles for the “Navy of Navies”:

• National sovereignty would always be respected.
• Nations, navies, and maritime forces would participate where and when they have common interests.
• The focus would be solely on security in the maritime domain: ports, harbors, territorial waters, maritime approaches, and approaches.
• Nations or navies that need assistance would have to ask for it.
• Each geographic region would develop regional maritime networks.
• To be effective and efficient, the Global Maritime Partnership would have to share information widely; classified maritime intelligence would be kept to a minimum.
• This would be a long-term effort, aimed at the security of the maritime domain.

Years after the bold proposal for a multinational maritime force, little progress seems to have been made in constituting this “navy-in-being”, mostly because of the reduced resources—financial, operational, and even intellectual—invested to achieve the goal and because not all navies appear to fully appreciate the nature and the size of the challenges they face in the global maritime domain. The U.S. Navy itself has not made the Thousand-Ship Navy/Global Maritime Partnership a part of its current maritime strategy, and the lack of such official support for this concept has likely been interpreted by nations reluctant to participate as a sign of weakness in American commitment to the TSN/GMP; thus, this daring idea runs the risk of becoming the maritime equivalent of Woodrow Wilson’s League of Nations—the international organization created after the First World War to provide a forum for resolving international disputes, which was first proposed by US President Woodrow Wilson as part of his Fourteen Points plan for an equitable peace in Europe, but of which US was never a member—thus, it will fail, and not because it was a bad idea but because the country that proposed it was not committed to it.

We know that it is possible for the international Community to focus on a difficult and asymmetric security threat and mobilize sufficient resources to specifically deal with it, as shown by the successful reduction of Somali piracy in the last years. However, the increase of other illicit activities such as the “irregular arrivals” from Somalia to Yemen and a number of recent heroin seizures in the Indian Ocean illustrate that we are dealing with a “moving target”: criminals are opportunists and move between different areas of illicit business depending on enforcement and profitability. For many poor people, the outcomes from illicit activities are so high, and the licit alternatives so unrewarding, that interdiction and prison will not deter them from trying their luck again. The maritime security strategy needs therefore to target and put pressure on the organizers of maritime crime and to build viable economic alternatives to coastal communities, who could help end maritime crime simply by refusing to protect criminal interests.

For many poor people, the outcomes from illicit activities are so high, and the licit alternatives so unrewarding, that interdiction and prison will not deter them from trying their luck again. The maritime security strategy needs therefore to target and put pressure on the organizers of maritime crime and to build viable economic alternatives to coastal communities, who could help end maritime crime simply by refusing to protect criminal interests.
Introducing the Privatisation of Maritime Security:
Casual Factors, Implications and Trends
by Ioannis Chapsos*  
Research Fellow in Maritime Security, CTPSR/Coventry University

The privatisation of security model  
The private security model has been broadly applied, both ashore and at sea and a mutually beneficial relationship between the state and the private sector can be identified in this. Through instituting this model, the state, on the one hand, reduces the defence expenditure budget for providing security in the globalised environment. On the other, it simultaneously minimises the political cost from potential human casualties of its armed forces caused by their deployment in destabilised countries, or even engagement in ambiguous operations in the territories of foreign sovereign states. The private sector offers jobs to former well trained military personnel, and the profitable contracts provide an attractive generation of income for the companies, and also for the state in terms of taxation. The dividing line between state and private security is even murkier in the maritime domain than it is ashore. The International Maritime Organisation (IMO) in its Circular 1425 (IMO 2011b:1), defines PMSCs as “[p]rivate contractors employed to provide security personnel, both armed and unarmed, on board for protection against piracy” and their armed employees as “Privately Contracted Armed Security Personnel” (PCASP). The land base practice shows that governments primarily choose to utilise Private Military (PMCs)/Private Security Companies (PSCs) for political ends, regardless of the financial motivations of the companies (Mandel 2002:23). However, although PMCs and PSCs are mainly contracted by states, the main driver for PMSCs to mushroom largely comes from the shipping companies and vessel operators. The private maritime security sector takes advantage of the unemployed, retired and well-trained military (or naval) personnel to develop the already booming private security industry; yet, this approach remains broadly questioned, in terms of its applicability, efficiency and effectiveness in the maritime domain, the responsibility is transferred to the shipping companies and vessel masters, both for the choice and contract of the private security provider, as well as for covering the cost of their own security. The state retains only the right of regulation and control of the private security providers; however, practice indicates that even these are following free market principles and the states’ engagement remains rhetoric (Chapsos 2013).

Vessel Protection Detachments (VPDs)  
The blurred distinction between state and private maritime security becomes even murkier as a consequence of several states’ common practice of deploying the so-called Vessel Protection Detachments (VPDs). Through this, what was hitherto perceived as the state’s obligation has become a private endeavour as well since states are privately hiring armed military teams to shipping companies for protection of commercial vessels. On the one hand, the private sector’s high demand for armed escorts at competitive prices and, on the other, the guaranteed high level training of military personnel, as well as the reduction of states’ armed forces budget, offers great potential for both parties to do business. The service is available to ships registered and flying the flag of the respective state, or even to companies controlled by the state’s nationals. Given also the flexibility and legal status of military personnel in terms of carrying weapons through transit ports and their consequent better protection in case of prosecution, many companies are in favour of contracting them (Brown 2012:9). Perhaps the practice of deploying VPDs is the strongest evidence of the contemptory perception of security, which completely aligns national military power and force projection with private commercial interests. Hence, it could be interpreted as an attempt to integrate the neo-liberal model of security privatisation (Avant 2008, Ortiz 2010, Abrahamsen and Williams 2011), into the state-centric tradi- tional mechanisms of security provision, as interpreted through the realist approach. However, deploying a VPD on board a merchant vessel is incomparably cheaper than deploying a frigate to patrol the Indian Ocean; the limited demands on the state’s defence budget entailed in employing VPDs compared to the deployment of naval assets on the other side of the globe clearly provide a convincing justification for adopting these tactics. The debate that emerged regarding this practice was that states were desperately trying not to completely abolish and outsource their monopoly in security provision, while more business oriented analysts suggest that states are just trying to take their share from the security provision pie, within the contemporary anti-piracy business model (Chapsos 2013).

Yet, the reality is slightly different and this has been demonstrated in the cruellest way possible. That is, through the incident involving the two Italian marines deployed on board Enrica Lexie (Banerji and Jose 2013). The death of the two Indian fishermen, who were shot by the marines after being mistaken for pirates, highlighted the complexity of maritime security issues and the murky framework of its provision. This can partly explain states’ reluctance to keep the monopoly of security provision, both ashore and offshore, since its expediential forces have to operate in complex and hostile environments. On the other hand, private security providers enable governments to avoid supervision, external (and internal) legislative requirements, parliamentary inquiries or political and economic interests. Hence, it could be interpreted as an attempt to integrate the neo-liberal model of security privatisation (Avant 2008, Ortiz 2010, Abrahamsen and Williams 2011), into the state-centric traditional mechanisms of security provision, as interpreted through the realist approach. However, deploying a VPD on board a merchant vessel is incomparably cheaper than deploying a frigate to patrol the Indian Ocean; the limited demands on the

Private Maritime Security Companies  
There is evidence to support the notion that states are still reluctant to intervene and pose restraints on the rapidly growing, already booming and highly profitable maritime security industry. On the contrary, they are also integrating PMSCs into their security provision structure; they are expanding the privatisation trend in the maritime domain and also gradually outsourcing monopolies to them. Even in states such as the Netherlands, which are still reserved on this issue and ban the use of PMSCs on board vessels flying their flag, there are 13 Dutch PMSCs registered in their homeland (as of November 2013), which offer their services in vessels flying foreign flags (although they may be managed by Dutch owners). An indicative study was released in February 2013, analysing the status of VPDs in Europe and addressing the critical question: should state or private protection be used against maritime piracy (Van Ginkel et al. 2013). The report clearly reflects the EU states’ preference in contracting PMSCs for the vessels flying their flag, instead of deploying VPDs. Still, regulation issues remain unclear; the IMO outsourced the regulation of PMSCs to the flag states (IMO 2011a). In this framework, and given states’ selective engagement with PMSCs’ regulatory issues in terms of hard law, one could argue that states are in favour of the soft law approach to regulate the private maritime security industry; yet, this approach remains broadly questioned, in terms of its applicability, efficiency and effectiveness in the maritime domain. Thus, regulation and certification is clearly another major issue. The principles of the free market dominate the private security industry, where non-state actors are responsible for undertaking the essential issues of regulation and certification. More important, since there are no legal binding relationships between

---

* Ioannis Chapsos is a Research Fellow in Maritime Security at the Centre for Trust, Peace & Social Relations (CTPSR) – Coventry University. He is a Captain (ret) of the Hellenic Navy, who introduced Maritime Security as a new thematic area to Coventry University, after lecturing for five years at the Hellenic Supreme Joint War College. His research is focused on the global trend of privatisation of maritime security and the potential implications in international security with specific emphasis in modern piracy, IUU fishing, and trafficking related crimes via sea.
The trends

The need for merchant vessels to employ PMSCs or VPDs in order to provide an additional layer of ship protection is internationally accepted. In respect of this, although the international community, such as the IMO, recognise this reality, they still need to provide a firm lead on related issues such as regulation, training, and rules for the use of force. The regulations of armed security providers do not include elements that provide minimum standards with respect to these services (regardless of their status as military or private). Moreover, there are no supporting globally recognised regulations in place to ensure that all providers of these services are subject to comparable controls at an international level. Without such regulation, and the concomitant checks and controls, the risk of sub-standard service raises debates and breeds mistrust, as well as the likelihood of the inappropriate use of force, including lethal force.

While PMSCs already provide security services to the offshore oil industry, consulates to governmental bodies and commercial companies, what we can expect to see is a rapid increase in the extent of their engagement in maritime security challenges other than modern piracy, such as IUU fishing and trafficking related crimes at sea. And given the current international economic constraints, it will be perceived as more cost effective for states and regional organisations (such as e.g. the UN, NATO, EU) to contribute and share the financial burden of contracting PMSCs to do the job, either with a local or regional mandate/contract. This will alleviate the demand to allocate funds from the already tight defence budget to deploy naval assets on the other side of the globe in order to enhance maritime security on behalf of fragile states. Even further, this rapidly increasing strategy will also provide the internal and external legitimisation for fragile states to outsource security risks to private security providers in order to perform the tasks that they are incapable of executing. Consequently, developed states will not have to go through the internal struggle of persuading public opinion in this present financial crisis that different flag states’ legislations which—in several cases—complicate even more the already complex maritime security environment. This entity will also have largely different requirements and standards between land based and maritime operators, due to the distinctiveness of the maritime domain. Down at the state level, individual countries could improve their regulation and supervision of PMSCs. This, in turn, may enable them to use these services in enhancing homeland maritime security in the near future and also address maritime threats other than piracy accordingly.

IMO (2011a), Revised interim recommendations for Flag States Regarding the Use of Privately Contracted Armed Security Personnel in the High Risk Area, MSC1/ Cir.1405, London: IMO.
IMO (2011b), Revised interim guidance to Ship owners, ship operators, and Ship masters on the use of Privately Contracted Armed Security Personnel on board ships in the High Risk Area, MSC1/Circ.1405, London: IMO.
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Isaannis Chapossy

Retired Captain of the Hellenic Navy, researches the global trend of privatisation of international security in general and maritime security in particular; he investigates the extent of the states’ actual regulation and control over the maritime security industry -given the flag states’ responsibility and jurisdiction- using the case study of PMSCs in anti-piracy operations off Somalia since 2005. Due to the globalised nature of the maritime domain, his research identifies the gaps and the risks stemming from the industry’s self-regulation and posed in international security in governance, strategy, policy, social and commercial terms.

Isaannis Chapossy introduced Maritime Security to Coventry University, and subsequently, the online MA in Maritime Security course was launched by the Centre for Peace and Reconciliation Studies (CPRS) research unit in January 2013.

12 13
interoperability with the US. By March Secretary of Defence suggested that the United Kingdom (UK) military has established a history of excellence and success at delivering educational opportunities to naval officer and NCO professionals, and is developing a number of synergies for both institutions of which the DCSS is a part. The DCSS is capable of offering tailored packages of education to both students at Plymouth University and members of the UK armed forces. Today, the Department (Mark Grove, Phil Grove, Dr Fotios Moustakis, Dr Simon Murden, Dr Jane Harrild) in Dartmouth under the leadership of Professor Alan Myers (Director of Military Education) provides initial officer education for all Royal Navy and Royal Marines officers as well as courses for more experienced officers in the Royal Marines. The courses enable students to study the complexity of international history, maritime and land warfare, command and leadership, and contemporary strategic issues. The DCSS also represents a Ministry of Defence-wide academic resource. Members of the Department undertake policy-related and personal research projects, and disseminate findings at various levels across UK armed services, as well as to foreign military organizations and universities.

The DCSS will undertake valuable teaching and research. It will also help inform and shape security policy decision-making by generating education and training opportunities, research, dialogue and debate across the maritime domain.

The University of Plymouth has introduced a new degree in Strategic Studies, societal values and norms and environmental and maritime law, for example, is entirely relevant in the education of naval officers today.

Activities of the Centre

The DCSS will undertake valuable teaching and research. It will also help inform and shape security policy decision-making by generating education and training opportunities, research, dialogue and debate across the maritime domain.

Teaching

The University of Plymouth has introduced in the last five years an innovative Masters in Applied Strategy and International Security. The programme, which is currently delivered in collaboration with the Hellenic National Defence
College in Athens to senior military officers and officials in Greece, encompasses the study of strategy and contemporary security issues, offering policy-focused courses and approach which gives students an insight into the kinds of issues which challenge Governments, armed services, and international organizations.

The programme utilises the expertise available at Dartmouth and Plymouth University, to give students an insight into the study of strategy, contemporary security problems, regional issues, and the process of policy-making. The programme provides the knowledge and intellectual skills for employment in any profession, but especially in such fields as military, diplomacy, journalism, public relations, risk analysis, security, and lobbying for either diplomacy, journalism, public relations, risk analysis, security, and lobbying for either policy or political roles. The programme includes the study of strategy and contemporary security issues, offering policy-focused courses and approach which gives students an insight into the kinds of issues which challenge Governments, armed services, and international organizations.

Academic Issues

The study of strategy, maritime warfare, past experiences, and outlining possible icy and security problems, learning from the commercial or NGO sector.

Analysis, security, and lobbying for either diplomacy, journalism, public relations, risk analysis, security, and lobbying for either policy or political roles. The programme includes the study of strategy and contemporary security issues, offering policy-focused courses and approach which gives students an insight into the kinds of issues which challenge Governments, armed services, and international organizations.

Dialogue and Research

In terms of dialogue and public outreach, the Centre will create an "Admirals Forum", with the view to utilising the expertise, skills and competencies, networks and social capital of retired senior officers in the region to give guidance, mentoring course participants, aid capacity development and act as DCSS Ambassadors. "If only Plymouth knew what Plymouth knows" – are in the process of auditing the intellectual and experiential resources and willingness of our retired or semi-retired population ready and willing to make their talent available for DCSS projects. Public lectures on contemporary maritime affairs as well as history and heritage are an effective way to engage with the public. Staff at BRNC (particularly Dr. Jane Harrold and Richard Porter) already do excellent work in this respect. This is a means to inform the wider public on maritime issues.

The first dialogue event consisted of a panel entitled "Seapower in the Age of Uncertainty" which opened the Britain and the Sea 3 Conference: Enriching Britain’s Maritime Capabilities", held at Mast House 11-12 September 2014. We were privileged to have as panellists Professor Steve Haines, Professor of Public and International Law, School of Law, Greenwich University, Professor Gwythian Prins, Emeritus Research Professor, London School of Economics and Member of the Strategy Advisory Panel, Chief of the Defence Staff and of the Royal Marines Advisory Group, and Mr. Mark Grove, a Lecturer in Maritime Warfare, Department of Strategic Studies and Maritime Warfare, University of Plymouth at BRNC. A second dialogue event will be held at BRNC to celebrate the launch of the DCSS in Dartmouth.

In research terms we aim to publish policy-relevant opinion pieces (School of Government Blog) and policy-briefs, as well as more academic outputs informing our understanding of our dynamic global strategic context.

Professor Graeme P. Herd

He is founding Director of the School of Government and Associate Dean in the Faculty of Business, Plymouth University, which he joined in September 2013. The School of Government has four degree programmes –Politics, International Relations, Public Services and Sociology – with 443 undergraduate and postgraduate students and approximately 32 faculty. From 2005-2013 Professor Herd was an international faculty member at the Geneva Centre for Security Policy (GSCP), where he served as Co-Director of its International Training Course in Security Policy and Master of Advanced Studies, accredited by the University of Geneva. Before moving to the GSCP in 2005, he was appointed Professor of Civil-Military Relations at the George C. Marshall European Center for Security Studies, Garmisch-Partenkirchen, Germany (2002-2005) and a non-resident Associate Fellow of the International Security Programme, Chatham House (2004-2007). Prior to this he was Lecturer in International Relations at both the University of Aberdeen (1997-2002), where he was Deputy Director of the Scottish Centre for International Security (formerly Centre for Defence Studies) and Staffordshire University (1994-97) and a Projects Officer, Department of War Studies, King’s College London (1993-94). During his doctoral studies on 17th century Russian military and diplomatic history he studied at the Institute of Russian History, Russian Academy of Sciences, Moscow (1991-1992) as a British Council Scholar. His own teaching and research interests have focused on diverse aspects of Russian foreign and security policy and Great Power relations.

His 21-year academic career he has written or edited nine books, written over 70 academic papers and has given over 100 academic and policy-related presentations in 40 countries.

Dr Folios Mountakis

He was awarded a MA Honours Degree in History and Politics from the University of Aberdeen and a MSc in European Policy, Law and Management from the Robert Gordon University. In 2005, he received my Doctorate in International Relations from the University of Aberdeen. He has worked as Research Fellow at the Department of Politics and International Relations, University of Aberdeen and as Projects Officer at the Scottish Centre for International Security. He was also Module Convenor/Teaching Fellow at the University of Exeter where he taught courses on Russian Security, International Terrorism and International Security. In 2006 he was appointed Senior Associate Member at the Centre for Strategic, South Eastern European Studies, St. Andrews’ College, Oxford University. He is also a visiting Professor at the Hellenic National Defence College. He currently work as a Senior Lecturer in Strategic Studies at the Britannia Royal Naval College, Dartmouth, which is part of University of Plymouth.

The Military-Law Enforcement Alliance to Combat Transnational Organized Crime at Sea

by Pierre St. Hilaire*

Director, Counter-Terrorism, Public Safety & Maritime Security, ICPO-INTERPOL

"The biggest impediment to all-source analysis – to a greater likelihood of connecting the dots – is the human or systemic resistance to sharing information.


Introduction

The critical role played by international naval forces in mitigating the threat of maritime piracy off the coast of Somalia cannot be overstated. The absence of any regional or international law enforcement agency on the high seas limits the ability of the international community on land to combat piracy and other forms of transnational organized crime, including the illicit trafficking in human beings, firearms, migrant smuggling, illegal fishing and dumping, smuggling of illicit goods such as charcoal and ivory, and other maritime crimes. Accordingly, law enforcement agencies, by necessity, rely on naval forces or other actors operating in that environment to report such criminal activities.

To combat transnational organized crime at sea will require more robust information sharing between law enforcement and the military. In this, it is critical for naval assets, as well as private actors traveling on the high seas, to report criminal activity to the law enforcement community via INTERPOL channels. As this article demonstrates, the experience gained by naval forces during counterpiracy operations will prove invaluable in countering or mitigating other threats in the maritime domain.

I. Military-Law Enforcement Partnership to Combat Piracy Off the Coast of Somalia

In the course of combating piracy off the coast of Somalia, the three major naval forces operation in the Western Indian Ocean and Gulf of Aden, EUNAVFOR, NATO, and CMF have forged a strong working relationship with INTERPOL and
the law enforcement community at large. The law enforcement nature of the count
piracy makes illegal acts that were previously
INTERPOL. The law enforcement role effectively and contributed to the successful prosecution of hundreds of pirates who had terrorized seafarers
and others navigating through the Gulf of Aden and Western Indian Ocean. However, in addition, these forces have simul-
taneously gained significant experience in civilian judicial proceedings and
and law enforcement processes that will prove beneficial for the prosecution of other forms of crime at sea by regional or other states with jurisdiction to prosecute these offenses.

II. Information Sharing to Counter Other Crimes at Sea

As mentioned above, there are numerous types of crimes that occur on the high seas, far from shore and out of the reach, sight and territorial jurisdiction of law enforce-
merit and other States with relevant legal

1. The Duty to Cooperate and Share Information on criminal activities at sea

Some commentators have argued that, under both UNCLOS (UN Convention on the Law of the Sea) and the SUA Conven-
tion (Suppression of Unlawful Acts Against the Safety of Maritime Naviga-
tion), there is a general duty to coopera-
tion and share information9. There are several other conventions that provide a
clear basis and framework for cooperation between law enforcement and the military. For example, the Convention against illicit Traffic in Narcotic Drugs and Psychotro-
pic Substances of 1968 (hereinafter the “Drugs Convention”) states that “the Par-
ties shall co-operate to the fullest extent possible to suppress illicit traffic by sea,
in conformity with the law enforcement process of the sea”. The Convention also estab-
lishes jurisdiction over a drugs offense at sea even when that offense “is committed outside [the] territory [of a state] with a view to the commission, within its terri-
ory”. Art. 4, p.1. Thus, a State Party which has reasonable grounds to suspect that a

9. The challenges in information sharing between military and law enforcement is something that needs to be overcome if military and law enforcement are to form the formidable team required to defeat these sophisticated organized crime networks that exploit the unwavering spaces in the maritime domain. As cautioned by the 911 Commission “current security requirements nurture overclassification and excessive compartmentation of information among agencies,” and urged a transformation from a “need to know” culture of information protection to a “need to share” culture of information integration. The process of declassification cannot be accomplished over classification. If the relationship between EUNAVFOR and INTERPOL has worked effectively largely because each agency has a better understanding of each other’s equities.

10. See Gottlieb, supra, at 323 (“Since piracy takes place on the high seas, and often very far from the shore, combating practical exigencies requires more than the typical procedures for law enforcement cooperation, which is predicated by arrest or robbery. Notably, it calls for the involvement of navies as the front-line entities that both prevent attacks and gather information to facilitate prosecution”).
Transnational criminal enterprises exploit the absence of law enforcement on the high seas to ship these dangerous goods to our capitals and this represents a national security threat to the international community. An effective alliance between law enforcement and the military forces that patrol the oceans, through robust information sharing and joint training, is required to defeat these criminal networks.

Conclusion

The sharp decline of maritime piracy in the Gulf of Aden and the Western Indian Ocean, due in large part to the success of the naval forces operating in that theater, assuming a law enforcement role, and the regional states shouldering a large responsibility to prosecute hundreds of Somali pirates in their domestic courts, presents an opportunity for law enforcement and military to further build on this success to counter other threats in the region, including the continuing rise of heroin trafficking and the smuggling of illicit goods in the Indian Ocean to the local states. Transnational criminal enterprises exploit the absence of law enforcement on the high seas to ship these dangerous goods to our capitals and this represents a national security threat to the international community. An effective alliance between law enforcement and the military forces that patrol the oceans, through robust information sharing and joint training, is required to defeat these criminal networks.

Building a Law Enforcement Culture at Sea

by José Nieves
Captain, USCG

I. Maritime Law Enforcement

Today’s United States Coast Guard is a direct descendant of the Revenue Cutter Service, created by the Secretary of the Treasury (Alexander Hamilton) in 1790, to stem the flow of maritime contraband into the newly-formed Republic. While our missions and responsibilities have grown exponentially, our anti-smuggling roots continue to be an essential part of our service to the Nation. The US Coast Guard is the lead federal maritime law enforcement agency, and the only United States agency with both authority and capability to enforce national and international law on the high seas, outer continental shelf, and shoreward from the U.S. Exclusive Economic Zone (EEZ) to our inland waters.

At the forefront of detection, monitoring, interdiction, and apprehension operations, the US Coast Guard deploys a variety of offshore assets against drug traffickers in the transit zone, including major cutters, long and medium range fixed-wing aircraft, Airborne Use of Force (AUF) capable helicopters, and Law Enforcement Detachments (LEDETs) embarked on U.S. Navy ships and Allied Nation vessels. The Coast Guard continues to pursue testing and future acquisition of small unmanned aircraft systems (sUAS) to enhance its future interdiction capability. During a recent patrol aboard one of our new National Security Cutters, the Coast Guard tested the ScanEagle Unmanned Aircraft System (UAS), which proved to be a superb force multiplier in two separate law enforcement cases, resulting in the removal of 570 kilograms of cocaine and the detention of six suspected smugglers.

I. Law Enforcement Detachments (LEDETs) and Inter-Service Cooperation

Established in 1982 to serve as law enforcement specialists, conducting training and local operations. In 1986, US Public Law specifically authorized the establishment of positions for active duty USCG personnel to carry out drug interdiction operations from naval surface vessels provided by the Department of Defense (DoD). Since DoD personnel are prohibited from directly engaging in law enforcement activities in the US, LEDETs were tasked with operating aboard USN ships to investigate contacts and conduct boarding’s. In 1988, a new Public Law made it a
In 1998, the Coast Guard estimated that it needed an adequate ability to stop the go-fast threat (open hulled vessels with up to 500 HP engines). Spurred by these estimates, Admiral James Loy, then-Commandant, directed the Coast Guard to develop a plan to counter the go-fast threat.

The Coast Guard developed the Helicopter Interdiction Tactical Squadron (HITRON). During this early proof of concept phase, HITRON intercepted and stopped all five go-fasts they encountered, stopping 2,640 pounds of cocaine, and 7,000 pounds of marijuana with a street value of over $100 million, with all 17 suspects arrested. This 100% success rate represented a dramatic increase in go-fast seizures, and resulted in a cultural change for Coast Guard aviation and set the stage for enhanced future maritime drug interdiction efforts.

While HITRON has been very successful and today deploys on board Coast Guard, Navy and foreign partner naval vessels, its effectiveness is limited by the number of ships that can be deployed. To help in this endeavor, we are examining ways to base our HITRON helicopters on land near specific vectors of known smuggling.

Bi-Lateral Agreements

The US Coast Guard’s Area of Operations in the Caribbean and Eastern Pacific Ocean consists of well over 30 countries in the Caribbean, Central and South America. This involves a multitude of Territorial Seas some only short distances from each other affording traffickers the opportunity to quickly enter any number of foreign nations’ territorial seas when law enforcement is in Pursuit.

To take away this advantage from the smugglers, the Coast Guard developed and implemented via the US Department of State over 30 Bilateral counter-illicit trafficking agreements with neighboring nations and with Cabo Verde off the coast of Africa. These agreements cover a variety of subjects of which I will discuss just the shipper portion.

Shipper agreements, by which U.S. Coast Guard personnel and foreign maritime law enforcement officers ride on each other’s ships, are at the core of our global maritime law enforcement strategy. Through shipper agreements, the U.S. Coast Guard and its partners extend their legal authority and capability, and can more effectively combat illegal activity at sea worldwide.

While extensive, the Coast Guard’s authority to enforce U.S. laws on the high seas is not unlimited. In accordance with international law, the U.S. Coast Guard typically takes law enforcement action against foreign-flagged vessels with the consent of the flag state. Likewise, the Coast Guard engages in law enforcement activities in the territorial sea of another state only when that coastal state authorizes the action.

Shipper operations are particularly effective in littoral waters that smugglers often exploit with go-fast vessels. In a typical go-fast vessel case, there is very little time to obtain authorization from a coastal state to pursue a suspect vessel into territorial seas. Even with expedited procedures contained in many of the bilateral agreements, the master of a go-fast vessel might beach or sink the boat by the time a coastal state transmits authorization to pursue into its territorial seas.

American and international laws also authorizes this pursuit to continue even if the suspect vessel leaves national waters.

The U.S. Coast Guard and its partners have successfully interdicted over 3,000 go-fast vessels and seized over 120,000 metric tons of cocaine and 10,000 metric tons of marijuana since the late 1990s. These operations have resulted in the arrest of over 30,000 suspected drug smugglers, the removal of over 120,000 metric tons of cocaine and 10,000 metric tons of marijuana from the market, and the passage of billions of dollars in drug profits.

Finally, transnational organized crime to include drug and human smuggling is as the name implies transnational in nature requiring a regional solution and a coordinated regional response.

Moreover one critical question is emerging: How do we justify not using defense assets to defend our nation against Transnational Threats? Is the expectation that the nations buy more ships for law enforcement, put up more satellites to support them, put in place more technical intelligence collections processes etc., and increase cost at an astronomical level or do we strike the right fiscal prudently balance of existing national assets to address all national security concerns?

Nations do not have unlimited assets and as such it is wise to share resources and information. Certain countries in the Mediterranean may have to use more assets and other resources to protect their shores, but it behooves the nations to the North to contribute assets and other resources to help stop the flow of people, drugs, weapons, etc. from the south as these things only serve to strengthen TOC organizations, increase national corruption, impose social and medical costs as well as stressing law enforcement and other organization and of course stressing national budgets.

One way that nations can work together aside from creating bilateral agreements (or through some form of EU process) is to create a regional Combined/Joint Maritime Operations Center in order to provide a coordinated response. The United States has several of these, but focus will be given on JIATF-South (Joint Interagency Task Force-South) which located in Key West, Florida. This center consists of representatives from all the U.S. Armed Forces, dozens of intelligence and law enforcement agencies, and about 15 international liaisons including the United Kingdom, France, and Spain with direct and quick connections back to their country’s operations center. JIATF-S also has at its disposal a number of Coast Guard, Navy and foreign vessels that are shifted to them for Operational control for a certain period of time ranging from days to weeks to months.

JIATF-S is a multi-service, multi-agency, and international entity headed by a US Coast Guard 2-Star Admiral with a rotating Armed Forces 1-star vice-admiral and a senior intelligence civilian deputy (currently filled by DIA). Its role is to conduct counter illicit trafficking operations, intelligence fusion and multi-sensor correlation to detect, monitor and sometimes hand-off illicit trafficking targets to another example of Interagency and international cooperation.

Another such example with a lesser tactical/intelligence role, but with a broad Maritime Domain Awareness focus, is the CHANGI Fusion Center in Singapore. It has law enforcement and military representatives from numerous nations as well as international law enforcement personnel attached. It maintains the suspect vessel lists of some Asian Nations and monitors traffic from great distances for anomalous behavior. It has the ability to quickly respond through a network of operations centers to maritime events.

III. Conclusion

The importance of effective policing of international waters is critical to our global security. Working alone, no country can effectively govern its own waters while also providing an effective presence offshore closer to where the threat initiates. The offshore threat must be met:

• Through joint operations and joint training
• Through acknowledging that interagency partners bring valuable information to the table and joining with them in a team effort against transnational organized crime
• Through the use of joint operations centers that are multi-service, multi-agency, and international
• By training with our global partners to increase capabilities to conduct unilateral and multi-lateral MLE operations
Introduction
Modern naval operations are primarily focused on the enforcement of public order at sea. War fighting at sea, seems almost extinct, and this fact is manifested in the absence of serious interest regarding the law of naval warfare, the condition of which is often characterized as chaotic.

Despite this fact, it is very difficult to distinguish between the law enforcement paradigm and armed conflict paradigm in the maritime environment. The problem lies, as it is going to be analyzed, in what the term "armed conflicts" connotes.

Existence of an “Armed Conflict”
A legal and logical prerequisite for the applicability of the armed conflict paradigm is the existence of an armed conflict, whether international or non-international. The determination of its existence is a rather perplexed issue especially in the maritime environment.

What is an “armed conflict” is not defined in the Geneva Conventions, in which the term acquired for first time legal significance1, or in any other instrument of international humanitarian law. The "omission... was apparently deliberate, since it was hoped that this term would continue to be purely factual and not become laden with legal technicalities as did the definition of war". The ICTY in the Tadić case dealt with the existence of an “armed conflict” both of an international and a non – international character, and created a precedence which was generally followed in the jurisprudence of the international criminal courts during the last two decades. According to the Appeals Chamber of the tribunal “an armed conflict exists whenever there is a resort to armed force between States or protracted armed violence between governmental authorities and organized armed groups or between such groups within a State”. The decision seems to treat differently international and non – international armed conflicts. Whereas any armed confrontation between governmental authorities and organized armed groups or between such groups within a State is the norm. The need to overwhelm the adversary gives more latitude in the use of force, allowing for casualties even among the civilians, if they are not disproportionate to the concrete and direct military advantage anticipated. It is always a possibility that a limited law enforcement operation escalates in a situation of armed conflict. Real life situations are usually not crystal clear and grey areas should be expected, where the two paradigms converge. In this "gray area" the more restrict-
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minimum intensity. But subsequently, in the same paragraph of the judgment, the Appeals Chambers changes significantly direction, and takes a different approach, by applying the intensity criterion both to international and non – international armed conflicts:

“Applying the foregoing concept of armed conflicts to this case, we hold that the alleged crimes were committed in the context of an armed conflict... These hostilities exceed the intensity requirements applicable to both international and internal armed conflicts. There has been proliferation, large-scale violence between the armed forces of different States and between governmental forces and organized insurgent groups”. Unfortunately, this confusion is intensified by the different approaches found in legal scholarship.

The ICRC, the organization which is generally regarded as the “guardian” of the Geneva Conventions, accepts a very low threshold regarding the existence of an international armed conflict.

“A State can always pretend, when it commits a hostile act against another State, that it is not making war, but merely engaging in a “police action”, or acting in legitimate self-defense. The expression ‘armed conflict’ makes such arguments less easy. Any difference arising between two States and leading to the intervention of armed forces is an armed conflict...”4. The International Law Association (ILA) in its Final Report on the Meaning of Armed Conflict in International Law takes a diametrically different approach: “As a matter of customary international law a situation of armed conflict depends on the satisfaction of two essential minimum criteria, namely: a. the existence of organized armed groups [and] b. engaged in fighting of some intensity which suspects are detained by EUNAVFOR Atlantica, stipluates that the ICRC should be informed about the suspects are detained by EUNAVFOR Atlantica, and should be granted access to them while they are detained15. Moreover, the UN Security Council, in the Resolution 1851, while authorizing land – operations on Somali soil for the first time, it embraced the possibility that international humanitarian law could be applicable in the context of anti-piracy operations. In view of the present author, it would be more apt to focus on the mode of the conduct of the opposing forces in relation with human rights law and especially the right to life as the decisive criterion for determining whether an armed conflict exists, international or non-international16. The difference between a law enforcement operation and armed conflict lies in the modus operandi of the fighting forces. In the context of police actions, the use of force is an exception. Governments tend to use minimum force in order to arrest the suspected criminals, while respecting their right to life. On the other hand during armed conflicts the use of force is the norm. The need to overwhelm the adversary gives more latitude in the use of force, allowing for casualties even among the civilians, if they are not disproportionate to the concrete and direct military advantage anticipated. It is always a possibility that a limited law enforcement operation escalates in a situation of armed conflict. Real life situations are usually not crystal clear and grey areas should be expected, where the two paradigms converge. In this "gray area" the more restric-


9. SOP Legal 001 Dated 26 March 2009 (on file with the author). Although the provision in the SOP regarding the ICRC is maybe driven by political considerations, the involvement of the principal organization ensuring humanitarian protection and armed forces, heightens the absence of a sharp distinction between the concept of armed conflict on the one hand, and the law enforcement operations on the other.

10. Arne Willy Dahl & Magnus Sandbu, Conflict in International Law takes a diagonal approach: “As a matter of customary international law a situation of armed conflict depends on the satisfaction of two essential minimum criteria, namely: a. the existence of organized armed groups [and] b. engaged in fighting of some intensity which suspects are detained by EUNAVFOR Atlantica, stipluates that the ICRC should be informed about the suspects are detained by EUNAVFOR Atlantica, and should be granted access to them while they are detained15. Moreover, the UN Security Council, in the Resolution 1851, while authorizing land – operations on Somali soil for the first time, it embraced the possibility that international humanitarian law could be applicable in the context of anti-piracy operations. In view of the present author, it would be more apt to focus on the mode of the conduct of the opposing forces in relation with human rights law and especially the right to life as the decisive criterion for determining whether an armed conflict exists, international or non-international16. The difference between a law enforcement operation and armed conflict lies in the modus operandi of the fighting forces. In the context of police actions, the use of force is an exception. Governments tend to use minimum force in order to arrest the suspected criminals, while respecting their right to life. On the other hand during armed conflicts the use of force is the norm. The need to overwhelm the adversary gives more latitude in the use of force, allowing for casualties even among the civilians, if they are not disproportionate to the concrete and direct military advantage anticipated. It is always a possibility that a limited law enforcement operation escalates in a situation of armed conflict. Real life situations are usually not crystal clear and grey areas should be expected, where the two paradigms converge. In this “gray area" the more restric-

Legal Issues
tive law enforcement paradigm, should be applicable by default. This notwithstanding, the actual behavior of the adversaries is the best indicator of which paradigm, the law enforcement or the armed conflict, is relevant.
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Final Remark
In sharp contrast with the atrocities that took place in the context of land warfare during the ’90s, and fueled the rapid change of IHL and ICL concerning this aspect of conflict, seas remained relatively calm. Whereas, the current development of IHL regulating armed conflicts at sea leaves much to be desired, the law governing “police action” is evolving quickly, through decisions of the ITLOS and human rights bodies. This fact highlights the path that our navies are obliged to follow, if they want to remain relevant in the current circumstances of budget cuts. In order to perform the invaluable traditional law, navies have no alternative but to be directly involved in the law enforcement business.

The international crime of terrorism has long since threatened (also) seafarers, for a very long time. The main legal problem which plagues the repression of such a crime is that terrorism has no legally binding criminal law definition. To put it mildly, actually there is no criminal law notion of terrorism which is likely to reach a wide consensus among the whole international community. Even nowadays, the international community often discuss about the legal definition of terrorism international crime. In this regard, it is well known that every domestic crime, and every international crimes well, are defined through an objective element (also known as material element, or mens rea). The reasons of such divergences are multiple, and encompass also factors not strictly related to legal arguments, such as political factors, or ethical factors. Anyway, one crucial reason of such disagreement is a legal reason, and it is the difficulty to find out an appropriate and suitable description of the “subjective element” of terrorism international crime.
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In this regard, it is well known that every domestic crime, and every international crimes well, are defined through an objective element (also known as material element, or mens rea). The reasons of such divergences are multiple, and encompass also factors not strictly related to legal arguments, such as political factors, or ethical factors. Anyway, one crucial reason of such disagreement is a legal reason, and it is the difficulty to find out an appropriate and suitable description of the “subjective element” of terrorism international crime.

Towards a more wide accepted definition of the Terrorism Crime: rediscovering the SUA Convention
by Matteo Del Chicca
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The High Court of the Seychelles in the 'Topaz' case (2009).
In the 'Topaz' case, a surveillance aircraft observed a whaler, a floating base of operations for pirates, towing two skiffs in Seychelles Economic Exclusive Zone and radioed the location to the Topaz, a Seychelles Coast Guard warship. When the Topaz arrived on the scene, it came under attack from the two skiffs, and subsequently subdued and apprehended both skiffs. The eleven accused were charged with five counts of committing terrorist acts, aiding or abetting terrorist acts, and conspiracy, as well as counts for piracy and aiding and abetting piracy. In such a trial, the High Court of the Seychelles described the subjective element of terrorism crime with the following words: "Indiscriminate violence with the objective of influencing governments or international organizations for political ends". Alas, such tentative description resulted unable to fulfill anyone of three-above addressed requisite: in fact, it was equivocal, because the High Court was unable to say with legal certainty how far the attack against the Topaz warship was made "with the objective of influencing" Seychelles government for political ends; it was unable to encompass all the motivations of the offenders, because they had also private ends in their mind (and not only political ends); and it resulted hard to give evidence of it in the trial, because "it is difficult if not impossible to procure direct evidence to prove the intention of an individual". The end result of all this was that every terrorism count was dismissed.

From this point of view, similar legal failures, identical in whole or in part to 'Topaz' case failures, can be found in several other cases: always to stay within the confines of maritime terrorism only, we could just recall the 'Canaries' case (Audiencia Nacional de Madrid, 2011), the 'Sherry Fishing' case (High Court of Kenya, 2011), the 'Interunta II' case (Supreme Court of Seychelles, 2010), going back up to the 'Achille Lauro' case (1988).

So the question is: could be found a description of the terrorism crime subjective element which is unequivocal, complete, and demonstrable in a criminal proceeding? The answer, according also to decades-old unfruitful efforts noted above, is: no! No feasible description of the subjective element of terrorism crime could be found out. Does this deficiency means that no Court is able to prosecute an alleged offender for terrorism crime count? No, that is not true too. Which is the solution to such long-standing terrorism crime definition problems then? How can we prosecute, and eventually punish, a terrorist offender, if we are not able to find out a feasible description of terrorism crime subjective element? The answer is: we can leave the description space of the subjective element of this crime simply... blank. In writing the criminal offence of terrorism we only detail the objective element of the crime, without providing any specific subjective element. In other words: in writing the criminal offence of terrorism we only detail the material acts punished, describing which actions, against whom and what, and in which circumstances, are punished, but without any reference at all to the precise motivations, ends, or aims, of the perpetrator.

Of course, a general willingness to commit the act should be provided, but without detailing any specific aim of the offender. From a classical criminal law point of view, we could say that we shall provide only the dolus generalis, without any dolus specialis. Is this suggested solution only a mirage of (international) criminal law making, or is it a viable route to follow? On closer inspection, it is an already sailed route. In particular, it is a special legislative technique, already adopted in international criminal law after the 'Achille Lauro' case (just recalled above), for the creation of the 1990 SUA Convention.

Basically, the SUA Convention details only the material acts punished (at article 3), without any reference to whatsoever aim, end, or motivations of the offender. Just the objective element of the crimes provided, leaving blank the space for the description of the subjective element. In a nutshell, no dolus specialis included, only the description of the unlawful acts punished along with a generic willingness to commit them (dolus generalis) provided: "Any person commits an offence if that person unlawfully and intentionally..." here follows the detailed description of the material acts punished (SUA Convention, article 3). No "terroristic aims", "for political ends" or similar specific subjective elements of the crime are provided. The criminal acts detailed in the SUA Convention are punished per se, and they are also punished severely (according article 5: "Each State Party shall make the offences set forth in article 3 punishable by appropriate penalties which take
into account the grave nature of those offences’). As it is well known, the original States Parties of SUA Convention started to write the treaty after the ‘Achille Lau-ro’ case, so after a terrorism incident. Not with standing the occasion leg is (the historical circumstances after which SUA Convention was born), the ratio legis of the Convention went far beyond such historical event (a Ter-rorism incident). Indeed the original States Parties of SUA Convention wanted to strike every criminal act able to threat the maritime navigation at large, without any binding at all. For such reason they avoided any limitation derivable if a specific sub jective element would be defined, and for the same reason they did not specify any naming for the crimi nal offences provided. As an author noted: “The term ‘terrorism’ is con spicuously avoided throughout the entire IMO instrument” (Joyner). We could add that also the word “piracy”, or the words “armed robbery at sea”, are conspicuously avoided through out the entire SUA Convention. Why? Because the SUA Convention original law makers did not want to confine and circumscribe the criminal acts provided in specific criminal offences categories, which could limit their punitive powers. In short: the original States Parties of SUA Convention wished to strike hard any criminal offence committed against the international customary law prin ciple of the secure maritime navigation, regardless any limitation. Unfortunately, the international community has made very little use of the special powers and of the wide possibilities gifted by the SUA Convention, until today. Hopefully, the States would re-discover the wide powers granted them by SUA Convention in order to fight some heinous crimes (such as piracy), in a near future. And they would also follow the SUA Convention legislative technique in order to create more efficient rules to criminalize terrorism too, without faltering at the subjective element specification step.
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Looking back to the past, with the attacks of 11 September 2001, and the consequent radical global changes, a new era began in the maritime security of the Alliance. Since then, chal lenges to maritime security have evolved in complex ways, and maritime terrorism has widened to encompass activities such as piracy, smuggling of weapons of mass destruction and Chemical, Biological, Radiological or Nuclear material by sea, threats to maritime critical infrastucture, and others. For over twelve years the Alliance has undertaken maritime security missions – in which maritime interdiction operations and other law enforcement activities have played a central and often vital part – in support of NATO’s core security objec tives. Operations such as Ocean Shield expanded awareness of the complexities of operating in or near strategic choke points and of the potential disruption of sea lines of communication, in particular for energy resources. In addition, operations such as Unified Protector exposed NATO forces to complex situations involving the security of energy resources and plants ashore and in littoral waters, and humanitarian challenges at sea involving the flow of refugees and economic mi grants.

Additionally, since the events of 11 Sep tember, the threat posed by international terrorism has gained a new dimension. Incidents such as the USS Cole and the Limburg attacks have demonstrated that terrorists are interested in and capable of using the maritime domain to achieve their lef tidal objectives. Concurrently, over the past ten years the expansion of off shore drilling or production platforms and the emergence of LNG shipping as a major means of energy transportation have cre ated rich potential targets in the maritime domain. Since 2001, preventing terror ists from attacking at or from the sea and from crossing maritime borders has thus become a major preoccupation for Euro pean and North American governments, as well as for international organizations such as NATO, the EU, the UN, and others. Greater attention might now be given to addressing the vulnerability to terrorist attacks to sea-based critical energy infra structure or to maritime flows of energy re sources. A novel aspect of this challenge will be the need for maritime forces to deal with public or private security forces em ployed on ships or platforms. As NATO learned in OUP, however, maritime border security issues can impact military opera tions in ways that can affect the effective ness and credibility of the mission. While not calling for NATO to assume a border security role, there are areas where great er engagement with border security enti ties could prove beneficial in conducting future law enforcement activities. Of course, maritime law enforcement activities must take international law into consideration. In accordance with rights and jurisdictions recognized under interna tional law, the preponderance of the sea and airspace above it remains essen tially neutral. Hence maritime forces may exercise unrestricted freedom of naviga tion and over-flight in international waters and airspace. Maritime forces can legally operate close to the territorial waters of a nation without prior approval of the gov ernment concerned. We should note that nations may have in terpretations of international law that differ subtly or materially from those of allies, partners or adversaries. We should al ways be cognizant of national differences in interpretation of international law and the impact that may have on operations or even bilateral relations. Maritime forc es should maintain situational awareness of the lawful and legal boundaries and demarcations of the seas, airspace and land territory claimed by coastal states. At the same time, the world’s oceans and seas are an increasingly accessible environment for transnational criminal and terrorist activities. Potential maritime transnational criminal and terrorist threat includes attacks on seaborne facilities like ships, platforms, and undersea cables. Criminal activity in the maritime environ ment includes pirate attacks, which raise concerns about the safety of vessel crews and private citizens. Global trade relies upon secure and low-cost international maritime transportation and distribution networks, which are vulnerable to disrup tion (even short interruptions would seri ously impact international trade as well as national economies). Any prolonged interruption of maritime transportation networks would undermine both indus trial production and most governments’ ways to address the vulnerability to terrorist attacks to sea-based critical energy infra structure or to maritime flows of energy resources. A novel aspect of this challenge will be the need for maritime forces to deal
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1. Foreword
This introduction explains the aim of this article and the suggested way ahead for securing EU seas by a coordinated and Integrated Comprehensive Network-Centric Approach.

This goal is assured by the joint contribution of the following different domains:
- New Technologies & Technical Developments
- Ongoing Maritime Legacy Surveillance Systems
- EU Programs for Maritime Security
- New EU Policies & Political Approaches

The strategic issue is to combine Military and Civil appropriate integration and coordination on Maritime Security & Surveillance, Intelligence and Policing in the Mediterranean Area, in order to foster all the National Information Management Systems & Coordination Centres of EU Agencies as well as NATO Bodies (NMIOTC, etc...) to combine, by a fully coordinated and Integrated Comprehensive Network-Centric Approach, their different Centralised and Decentralised Networks & National Hubs.


The important role of an efficient Maritime Surveillance is well understood by Member States to establish a Common Environment for Information Sharing. EU Commission principal objective is to reach a Common Shared Maritime Picture among Member States around EU.

The principle is, first of all, to use existing systems within Member States that already have a picture of maritime activities in their proximity and to link these Legacy Systems among themselves. On the basis of this common approach, finally Member States will be able to coordinate the use of their capabilities at sea, both Civilians and Military Administrations (by a Comprehensive Network-Centric Approach).

In order to fit this goal it is mandatory to

LEGAL ISSUES

abilities to provide basic services to their populations. A key role for maritime power is to support the international community in ensuring that today’s “just in time” economy, now so vital to the global economy as a whole, is allowed continued, unhindered access to sea routes free from friction, which would increase the cost of goods to the consumer and create unwanted critical shortages in numerous areas.

Meanwhile, climate changes pose new opportunities and challenges, which may allow new and economically attractive sea routes as well as improved access to resources. Maintaining freedom of navigation, sea-based trade routes, critical infrastructure, energy flows, protection of marine resources, and environmental safety are all consistent with our national security interests. While the ability of maritime forces to conduct operations can be severely impacted by environmental conditions, training, skilful seamanship, and good tactics can often minimize these effects. Skilful seamanship, individual and collective training, and a comprehensive doctrine can help mitigate these effects, as can the acquisition of equipment designed to operate in such a demanding environment. Navies traditionally deal with numerous civilian entities, and these civilian entities have increased in number and diversity. Furthermore these relationships are not necessarily understood as civil-military cooperation, but as integral to key maritime functions. Consequently, the lack of a traditional civil-military cooperation mindset impedes coherent interaction with civilian entities and hampers a comprehensive situational awareness of the civil environment. Maritime forces should consider these impediments and alleviate impacts by procedural conjunction of functions concerned with civil-military cooperation issues.

Maritime law enforcement activities must be able to tackle the threats I have outlined here as well as support nations and law enforcement organizations in dealing with them. Information sharing and improved synergy are the key components of these relationships. Throughout the world’s history the maintenance of security at sea has its own uppermost significance due to the interdependent network of commercial, financial and political relationships. Effective cooperation among all maritime security partners is the cornerstone for all well-based security architectures that serve to establish a common information environment, facilitate collaboration in shaping a common understanding of the operating domain, and permit integrated planning, coordination and conduct of actions in order to achieve the desired result and the proper end state. Hence we can evaluate and assess needs beforehand in order to understand what the full range of possible responses is and whom to depend on. It is imperative to tackle our adversaries. To this end, we must continue to forge cooperation among all relevant stakeholders, with the optimum use of regional agencies and enabling capabilities to inculcate the proper law enforcement culture at sea. Ensuring cohesion and effectiveness, we avail of the present in order to meet the future.

In conclusion it’s worthwhile to mention that NMIOTC is constantly pursuing to contribute towards a greater understanding on how to support the maritime law enforcement activities that will reduce the potential threats to the international maritime community.
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have New Technologies (New Coastal Radars, UAVs, E/O Satellites, LRTI, etc.) and New National and Regional Integrated Maritime Surveillance Systems (i.e. Italian Navy DIISM or French Navy SPATION-AV) to obtain a real Maritime Situational Awareness (Vessel Traffic Service, Integrated Inter-Agency Surveillance System, National Border Coordination Station, etc.). Before information can be shared, it must first be well collected. The whole area to be monitored is almost three times the entire surface of all 28 Member States and is characterised by intense maritime traffic as Straits of Gibraltar, Messina and Calais, where many hundred of container ships, ferries, oil tankers daily used to sail these areas. For such narrow areas, Land-based sensors are generally efficient for Maritime Security objectives. AIS (Automatic Identification System) signal reception Coastal Stations can collect information transmitted by ships above 300 tonnes, according to actual Regulations. However, it is known that AIS information is useful but insufficient. It is commonly accepted that data transmitted by this way is either incomplete or partially incorrect in 70% of cases. Many ships do not get such AIS signals, either because their weight is below 300 tonnes, or because their equipment does not work properly. It is thus necessary to merge these data with those collected by other sensors (active and passive).

Coastal radars of VTS (Vessel Traffic Service) National Centres able to remotely interrogate ships, and even electro-optical sensors able to precisely identify ships when weather conditions and distances are adequate, are generally utilised. Italian VTS National System is a typical example of an EU Coordinated Large System for Maritime Traffic Control and SAR Operations managed by Italian Coast Guard with the Ministry of Transports and Infra-structures supervision. DIISM (Dispositivo Inter-Ministeriale Integrato di Sorveglianza Marittima) is another fully integrated Maritime Surveillance System managed by Italian Navy with the Italian Presidency of Ministers’ Council supervision. DIISM system managed by CINCNAT (National HUB of Italian Navy for the Maritime Situational Awareness) is the Italian National Centre in which all the meta-data coming from the other Administrations (e.g. Guardia di Finanza, Coast Guard, etc.) are together collected and merged to obtain a Common Shared Recognised Maritime Picture. In larger maritime areas, European Industry today can offer a wide range of mature solutions as the new shore-based Coastal Radars. Away from the coast, information collection systems embarked naval or aerial solutions. These can be Surveillance & Patrolling Aircrafts or UAV’s (Unmanned Aerial Vehicles), which can embark new maritime detection radars, AIS receptors and also possible special novel electro-optical captors. These technologies are mature and both the size and reliability of such equipment today allow a perfect format for the Naval Operations at sea, even launched from a ship. For very high seas, collecting Maritime Information from Space can bring new responses. Two technologies can now be fitted into one single satellite. Synthetic Aperture Radars (SAR) can detect ships and layers of maritime pollution, even with cloud cover (e.g. Cosmos-SkyMed Constellation). The second technology is the AIS signal receptor. Experience shows that AIS messages can be received by satellites equipped with specific antennas, even if progress remains to be made for coverage of high traffic zones. ESA together with certain Member States is studying the possibility of placing a new Constellation of satellites in low orbit as early as 2015, offering Global AIS Coverage.

New technologies as well as the Integrated Network Systems have considerably increased in EU domain and in most important Member States the volume of information available to obtain a real Maritime Surveillance and Maritime Borders Protection. Both of these assets (New Technologies & Integrated Network Systems) are necessary for a more Secure Maritime Environment and an Integrated Maritime Surveillance. It seems vital in order to enhance Maritime Security to take also a Multi-National Comprehensive Approach to Vessel Traffic Monitoring.

**EUROPEAN INTELLIGENCE & POLICING**

EU Maritime Security apparatus should be linked and intelligence-led. Appropriate integration and coordination of Maritime Surveillance, Intelligence and Policing in the Mediterranean would require an Information Management System designed in such a way that centralisation and decentralisation may occur simultaneously.

EUROPOL is working closely together with its EU partners in order to strength its Network. As Europe’s Criminal Information Hub, EUROPOL has analytical capabilities to support major investigations by transforming large amounts of maritime target-related data into actionable and timely intelligence for its EU Partners. Data and information obtained from commercial and free-access Maritime Databases, Risk Analysis Systems, Earth Observation (e.g. SAT-AIS or EO Satellites Constellation like Cosmos-SkyMed), Aerial (Patrolling Aircrafts and UAVs) and Maritime Surveillance (e.g. Coastal Maritime Surveillance Systems and Vessel Traffic Centres, etc.) can easily be analysed by EUROPOL to derive meaning and assist in determining enforcement and intelligence priorities.

A Comprehensive European Policy Approach on Maritime Security should address the need for Integrated and Coordinated Maritime Intelligence collection, analysis and dissemination. At present time, the knowledge on maritime threats in the Mediterranean Sea and beyond remains still fragmented with a danger of overshadowing improvements in other key areas and limiting the effectiveness of EU Policy on Maritime Security. Therefore, the development of a Maritime Shared Policy Intelligence capability at European level is mandatory in order to permit Member States to fight human trafficking, drugs and other illicit behaviours rendering the Mediterranean Sea a secured space.
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AV, etc...) also through many naval exercises and real-world Crisis Management Operations. An example is the NATO-led operation ACTIVE ENDEN DEU, activated after 11 September 2001 terrorist attacks in USA. This operation has achieved a very high degree of visibility at sea and it has been a strong contributor to a good Maritime Situational Awareness in the Mediterranean Sea and the Strait of Gibraltar. Another Naval Force, the European Maritime Force, EURMARFOR has contributed to operation ACTIVE ENDEN DEU, coordinated with NATO. EURMARFOR is the European naval answer to the growing importance of Security and Defence in the Mediterranean Sea. Another naval operation is the UN-led operation United Nations Interim Force in Lebanon, UNIFIL, for weapons embargo operation. This Naval Operation launched to obtain a real Maritime Domain Awareness at sea, was from the beginning one of the main tasks of both Naval Forces (NATO and EU). In these operations, the military task was connected to political and diplomatic goals and non NATO/EU Nations. From the technological point of view, there are three domains in which future improvements are mandatory for the Naval and Maritime Awareness Networks:

- Communication needs the whole spectrum of available options: Military and Civil Connectivity – Interoperability and the necessary bandwidth to exchange all kinds of information.
- Naval Platforms, Ships, Submarines and Naval Aviation must be able to fight all the asymmetric threats at sea, with a flexible high-low-mix.
- must spend more time at sea and improve their technological and logistical maritime endurance, especially in the Wider Mediterranean Area. From the structural point of view, the existing Command & Control Structure and the existence of Standing and On Call Forces are a backbone for successful naval operations. The ability to coordinate and integrate non NATO/EU Naval Forces must be improved and this can be achieved through exercises and the further development of naval meetings like the Annual Meeting of the Maritime Commanders of the Mediterranean, as well as commanders participating in Naval Operations in the Mediterranean Sea or the bi-annual Sea Power Symposium at Venice by the invitation of the Italian Navy or the Annual Meeting of the Mediterranean Coast Guards, all events equally very important to built trust and confidence between the different Government Administrations of Member States. A Common European Approach for better technical standards and interoperability is real necessary. The European Union has, with the Lisbon Treaty and the European Defence Agency (EDA), the framework and the capability to achieve progress and more efficient use of the resources. European Union has recognised the importance of Safety, Security and Defence at sea (Integrating Maritime Surveillance). Several Regional Projects to improve the Maritime Situational Awareness have been launched, including the EU Pilot Projects for Mediterranean Maritime Surveillance. The backbone of all projects is Maritime Domain Awareness (MDA) and how to achieve and improve it. Maritime Surveillance is indeed the real foundation for Safety, Security and Defence. It can be used as a key for the Maritime Domain Awareness (MDA) and for the Common Information Sharing Environment (CISE), developed by the EU Commission. This matter will be an excellent example of how to achieve a real MDA. The Mediterranean Sea will be a strategic region in the near future and its bridging function between East and West as well as South and North will remain crucial. Maritime Security in the Mediterranean will be achieved through trusting Coordination, Cooperation and Integration of EU Naval Forces and all other Maritime Services. A strong political willingness is needed, indeed, to achieve a complete and efficient Maritime Domain Awareness through a Comprehensive Integrated Shared Approach in order to maintain and improve the Maritime Security in the Mediterranean.

5. Piracy as potential threat for Maritime Routes of Mediterranean Basin

Although the Mediterranean Sea has not been directly affected, piracy has increased in the recent years significantly in the Gulf of Aden and in the Indian Ocean with many problems for the Safety and Security of EU ship-owners crewmembers. Somali pirates have conducted in these years many attacks far from Somali coasts, targeting any kind of vessels (sailing yachts, chemical tankers, bulk carriers, tankers, container ships, etc.), and using previously hijacked vessels as mother-vessels for their operations. Military forces deployed in the area are insufficient with regards to the number of pirates and surface of the area to be covered. The lack of military assets and weakness of East African Coastal States lead shipping companies to implement their own procedures and measures to prevent pirate attacks against their vessels. For a ship-owner, having a vessel hijacked means that his crewmembers, carried goods and vessel remain for at least three months in pirate hands, which is the time usually needed to negotiate with pirates at a loss of money and potential damage to vessels. Financial impacts are very important for a ship-owner, with the off-hire of the vessel; the goods remaining onboard; the potential damages suffered by the vessel, while staying at anchorage off Somalia; ransom payment (see the above figure with parachuted payment).

Dr. Pierluigi Massimo Giansanti
Dr. Pierluigi Massimo Giansanti belongs to FINMECCANICA Group and he is the former Executive Vice President & Director Brussels Office – Business Governance & Policy Affairs for SES, a FINMECCANICA Company. Belonging to FINMECCANICA Group from 1985, he started his carrier in AGUSTA-WESTLAND, then in SELCANICA Company. Belonging to FINMECCANICA Group (see the
The Role of Non-Lethal Weapons in Maritime Operations

by Massimo Annati
Chairman European Working Group on Non-Lethal Weapons*  

Non-Lethal Weapons (NLW) were initially developed for land-based operations both of military and police forces (riot control, check point, etc.), yet the evolution of the current scenarios require NLW as well for naval operations. In this case we should keep in mind that there are two significant gaps. First, naval personnel are not yet fully aware of the needs and roles of NLW. Second, the lack of firm and well defined requirements has, until now, slowed down both the development and the acquisition processes.

Despite a common origin, there are many significant differences between maritime and land-based NLW. The sea inherently provides freedom of movement and there is no check point or road-bridge to block. Additionally is much easier to puncture a tire or to stop a vehicle than a propeller or a vessel. This, in turn, implies that the required range is much longer. The sea is also an harsh environment and additional precautions must be taken in order to avoid unwanted casualties, on both sides. Speaking of naval forces, there are three main areas of concern:

- Afloat Force Protection in port or choke points (i.e. when determining intent is a pre-requisite before escalating);
- Maritime Law Enforcement and MISSO (i.e. when the requirement is to arrest, not to kill);
- Supporting a Boarding Team during non-cooperative boarding (in this case with basic requirements not very different from those of army and police forces).

While remaining in the maritime domain, there is also a fourth potential area: the self-protection of merchant vessels against pirate attacks; but it is important to highlight that, in this case, the requirements and the solutions are evidently totally different from those used by naval forces, for two main reasons. First, the main task is to avoid boarding rather than capture a fugitive. Second, there are severe legal limits on the carriage of firearms onboard a merchant vessel transiting within foreign territorial waters. Therefore the potential solutions should rely on non-weapon types, like barriers, water cannons, propeller entanglers, etc.

Going back to the naval forces, we must observe that some basic tasks are partially in common across these fields. This means stopping a boat (either from approaching in Force Protection scenarios, or from escaping in Law Enforcement scenarios) through escalation of force: first hailing and warning, then deterring (achieving voluntary compliance through fear of more severe consequences, i.e. mostly anti-personnel NLW), and then disabling (i.e. regardless intention to comply or not, i.e. mostly anti-material NLW).

There are many available solutions and others in different level of development. Hailing and warning is the very first step, and is a task common across all possible missions, including also the case of self-protection of merchant vessels. It is of foremost importance also to avoid that careless tourists or fishermen could be confused for threatening pirates or terrorists. Long range acoustic hailing devices (AHD) from different manufacturers are available, with different features and performances. They can deliver a clear message across long ranges, several hundred meters and, in some case, even up to one mile. Of course environmental conditions (wind, air temperature, humidity, background noise) have a major influence on the outcome. Messages can be pre-recorded in different languages. However, despite some over-optimistic advertisements and media reports, it should be very clear that AHD are only communication devices, good to issue orders and warnings; they are NOT weapons, capable to influence the behavior through pain or discomfort, at least not in the set of ranges expected in maritime scenarios.

Acoustic communication should also be integrated with optical means, supplementing the action in case of some unfavorable condition (cross wind, background noise, language barrier). Green laser beams can be visible at night-dusk several miles away. In full daylight they are anyway visible at hundreds of meters. At night-dusk a laser beam can also provide some kind of “offensive glaring”, temporary affecting normal vision (and therefore the capability to drive a boat or to aim a weapon) without risking to cause any permanent eye damage. Today solutions are available with 5W output power (Lasersec Medus 4090-3), producing a loud bang and a bright flash, yet without risk of undesired

* The EWG-NLW is an organization composed of governmental bodies from 14 European countries: military, police, national research centers, universities. The EWG-NLW acts as forum to exchange information and promote cooperation in this field: supports the EDA’s Non-Lethal Capability Project Team (NLC-PT) and the International Law Enforcement Forum (ILEF).
ing. Few solutions are available, though difficulties naval security forces are facing in stopping a boat without firing to kill and lethal firearms. Solutions deploying a floating anchor, with a drag force of a couple of tons, are ongoing studies to develop also a new solution to entangle the propeller, though exploiting different technologies. A possible game changer was announced, just a few weeks ago: this could be a sort of man-portable rifle-shaped RF emitter designed by DeTech, said to be capable to stop an engine at over 200m. During trials, in Slovakia, it achieved the result at 65 m using only 25% of the available power. Again, some more reliable details should be available soon.

Today there is no way to stop a larger craft or a vessel, if not firing warning shots across the bow, or firing disabling shots (possibly inert rounds) into the engines, or storming it with assault boarding team. All the three possibilities have inherent risks: warning shots can be ignored; disabling fire can cause serious collateral damage; and an opposed boarding requires careful planning and potentially dangerous execution. The only possible available solutions are, apparently, the use of trailing ropes to entangle the propeller, though this is not an easy operation anyway. The need and requirements for NLW equipping a boarding party are not very different from those experienced in their land-based counterparts. Batons-sticks, pepper spray, and plastic handcuffs are already frequently issued to the boarding teams. Other possible solutions include flash-bang grenades and blunt-trauma munitions (often a.k.a. rubber bullets or baton rounds). The main difference with land units is the need to strictly limit the size and weight of any additional burden, as climbing a ladder with extra load could become rather unpleasant. The Belgian FN manufactures a scaled-down variant of its well-known FN-303 non-lethal rifle firing plastic bullets with a gas bottle, rather than traditional cartridges. Its compact design was especially developed for boarding parties, and, in fact, is issued to the Belgian teams. Tear gas can also be a possibility but implies the use of gas masks and its employment inside closed spaces must be carefully controlled to avoid reaching of dangerous concentrations and risks of suffocation.

Among the future developments one should include the integration of some NLW within the Combat Management Systems, with remote control, stabilization, and so on. These could include acoustic hailing devices, laser dazzlers, multiple grenade launchers. As frigates and other men-of-war are frequently being used in MSO and MIO, the addition of such a capability would seem a very reasonable evolution. Unmanned surface vehicles (USV) can offer a solution for some situations, especially, though not limited to, harbor and coastal security. Most of the available methods to stop a boat require a close approach, with some potential risk for a manned patrol boat. An USV fitted with some kinds of NLW can solve the problem and avoid dangerous situations. Additionally, an USV can even “bump” a suspect in order to stop it. The fitting of NLW on an unmanned platform is also more likely to be accepted by public opinion and policy-makers, as the very idea of armed robots freely roaming in the coastal waters is likely hard to be welcome in many countries. Some types of USV are already being proposed with some non-lethal armament, such as high-pressure water cannons, multiple 40mm grenade launchers with non-lethal munitions, laser dazzlers and acoustic devices. NLW can also have a role to deter underwater intruders. Underwater loudspeakers, similar to those used in synchronized swimming, are already available to deliver warning messages. In this case, however, the main problem lies on reliable detection, rather than causing effects.
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Pairing a sea patrol to Vessel Protection detachments, deployed units and even issued to small craft or to Vessel Protection detachments. acoustic-optical-flash bang) can be easily arranged in sets to be moved between the units used by the US Coast Guard and other services, but of course poses some inherent danger of causing collateral damages and requires anyway to run parallel to the escaping boat and fire at very short range to achieve the much needed precision. A much more technologically advanced solution is instead going to reach the operators rather soon. Radio-Frequency (RF) engine stoppers can influence the electronics of any modern engine, causing it to stop without any risk. Of course the method doesn’t work in case of old carburetor engines. There are currently at least three different solutions being evaluated, respectively made in US, in UK and in Germany. The first, APEc Footlocker, proved to be effective at 10-15m (though the US Navy-Coast Guard requirement called for 50m range) and was procured by the Singaporean Coast Guard Police. The second, e2v Safe-Stop, offers similar performances, but the manufacturer says it could achieve up to 200m range with future developments. The third, Diethl HPM Stopper, is currently being used by many armies and police forces worldwide to protect convoys and check points. A study for maritime use has been jointly carried out by Germany and the Royal Australian Navy over the last three years. Test results are expected by late 2014-early 2015. All these equipments are quite comparable in terms of weight, volume and power, though exploiting different technologies. The second, e2v Safe-Stop, offers similar performances, but of course poses some inherent danger of causing collateral damages and requires anyway to run parallel to the escaping boat and fire at very short range to achieve the much needed precision. A much more technologically advanced solution is instead going to reach the operators rather soon. Radio-Frequency (RF) engine stoppers can influence the electronics of any modern engine, causing it to stop without any risk. Of course the method doesn’t work in case of old carburetor engines. There are currently at least three different solutions being evaluated, respectively made in US, in UK and in Germany. The first, APEc Footlocker, proved to be effective at 10-15m (though
Rear Admiral Eugene Diaz del Rio is the former Commander of the Standing NATO Maritime Group 2 (COMSNMG2). During his Command he has executed both NATO ongoing Naval Operations: Operation Active Endeavor (OAE) and Operation Ocean Shield (OOS). In OAE he has assumed duty as CTG440.03 to execute four deterrence SURGES. From December 2013 to June 2014 he has been responsible for commanding the NATO Counter-Piracy Operation -as CTF 506- in the Indian Ocean.

The basis of the following article is the lecture of Rear Admiral Eugene Diaz del Rio during the 5th NMOTC Annual Conference.

In his lecture COMSNMG2 starts with a strategic approach to Maritime Security. He highlights the importance of the High Seas as a Global Common, as well as the need to keep open the Sea Lines of Communications, one of the primary ways for countries to continue development and globalization. He also takes into account that most human beings live inside 100 nm of a coastline, meaning that the majority of crises of the future will be in the littoral environment.

The aim of Maritime Security is two-fold:
- To ensure legitimate activities at sea are allowed to continue without illegal interference
- To prevent the use of the seas for illegal activities, whether at sea or enabled ashore from the sea.

Secondly Rear-Admiral Diaz del Rio analyzes the strategic scenario from a naval point of view, and he highlights that: we are in a multipolar world, where it is imperative to have access to, and the use of, the Global Common. He also affirms that being in a complex, changeable and uncertain environment, there are two scenarios for navies:
- Deterrence & Defence (high intensity)
- Maritime Security (low intensity).

Even though navies have to be prepared for high intensity operations, the most likely are those operations related to Maritime Security.

The warship has a peculiar status within other forces and agencies. A strict adherence to national regulations is vital to conduct a detention.

Navies are conducting, and will continue to take part in, MSO and Law Enforcement, and therefore crews need to be appropriately trained.

The main conclusion that the COMSNMG2 reaches in his lectures is that during ongoing NATO naval operations, the primary activities warships will undertake when conducting MSO operations are: friendly approaches, Maritime Security Awareness Visits (MSAV) and Boardings. Any of these activities could result in a detention.

When required, detections are always conducted in accordance with national laws and regulations. Naval crews are required to follow national judicial protocols and procedures. A strict adherence to national regulations is vital to conduct a detention successfully.
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**Maritime Close Combat**
*by Kostas Dervenis*
**Engineer**

**Introduction**
Of the tactics and strategies of warfare, close combat refers to a physical confrontation between two or more persons that may involve armed or unarmed fighting, lethal and non-lethal methods, or simple escape and de-escalation of the confrontation, excluding the actual discharge of firearms. Unarmed techniques involve those applied with, or against a person or persons using, classical blunt and edged weapons and other weapons of opportunity, including firearms used as blunt weapons. Proficiency in close combat is one of the fundamental and most difficult building blocks for training the modern soldier. Archaeological studies have shown that the attrition rate of close-quarter clashes which characterized endemic tribal warfare throughout human history produced casualty rates of up to 60%, far in excess of those typical in modern warfare. Close combat has not changed over the millennia; a Roman legionary facing his opponent in a hand-to-hand encounter was subject to the same stress and terror as the modern combatant today. This distinction provides us with an opportunity for study, as the historical and archaeological records offer abundant material and evidence of the techniques chosen as most effective in close combat. Close combat on the ocean makes its own particular demands: seawater and waves make for unsure footing, and freedom of movement is restricted to that offered by hulls, bulkheads, walkways, and cramped compartments. Boats and ships present unique challenges, and require specific methods of stability, motion, and security. In addition, ships today are almost by default fabricated from steel and other metal alloys; as a result, the possibility of collateral damage increases exponentially in many circumstances, and extreme care must be taken to prevent outcomes that could unwittingly injure or kill due to unwanted impact. In short, the environment inherent to maritime close combat is one the military operator must adapt to, much like any maritime professional, whether fisherman or captain of a merchant vessel. Once again, however, the historicity of maritime close combat offers an abundance of material that can be evaluated for the resolution or termination of a potential threat. Applicable techniques and tactics used in the 16th-18th centuries to counter piracy and other maritime threats have been carefully reviewed in relation to modern-day needs and scenarios, and the results applied to the method outlined in this article.

Moreover, one of the underlying principles used in developing the method of close combat described herein is that military personnel “must use the same type of movement and the same tactics, whether the practitioner is armed or unarmed, armored or unarmored, whether battling alone or in a group, fighting one opponent or many, whether on the battlefield itself, or in a civil disturbance.” Under stress, combatants will revert to their training, and thus such training must be applicable under all circumstances. This same philosophy can and must extend to every environment encountered, and thankfully what is directly applicable to the maritime environment is typically applicable to the confines of urban battle as well. Soldiers are by definition “violence professionals,” it is therefore crucial that military personnel begin their tenure by understanding the drivers and processes involved in the escalation of force in the human animal. Moreover, different levels of force may be required in environments where conflict may rapidly change from non-lethal to lethal, or simply dissipates over a matter of hours; many military operations, such as peacekeeping missions or crew control during the inspection of a suspect vessel, may limit the use of deadly weapons. Close combat training can save the lives of both soldiers and opponents when an unexpected confrontation occurs.

**Patterns of Escalation and Related Countermeasures**
Military personnel involved in interdiction missions are faced with an array of violence in their task, ranging from complete compliance to lethal force. It is taken for granted that operators employing the methods outlined in this article may be responding to, or investigating, a potential threat that may represent a clear and present danger to allied States, as defined by international law and with the full authority of their mission. In addition, Homer teaches us that the sight of weapons may incite men to violence simply because of their physical presence. Military personnel entering an arena bearing arms may thus appear to subjects as the manifestation of aggression regardless of their intent. Under this premise, the progression of force may be arrayed as in Table 1.

<table>
<thead>
<tr>
<th>Level</th>
<th>Description</th>
<th>Actions</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Compliant</td>
<td>Verbal Commands</td>
</tr>
<tr>
<td>2</td>
<td>Resistant (Passive)</td>
<td>Physical de-escalation, Physical de-escalation, Physical relocation, Non-Lethal close combat techniques</td>
</tr>
<tr>
<td>3</td>
<td>Resistant (Active)</td>
<td>Non Lethal and submission close combat techniques, Physical de-escalation, Verbal de-escalation</td>
</tr>
<tr>
<td>4</td>
<td>Assuasive (Bodily Harm)</td>
<td>Submission close combat techniques, Physical de-escalation, Verbal de-escalation</td>
</tr>
<tr>
<td>5</td>
<td>Combative (Deadly force)</td>
<td>Lethal close combat techniques</td>
</tr>
</tbody>
</table>

Table 1. The Progression of Force

2. Kostas Dervenis, presentation to NATO Maritime Interdiction Operational Training Centre, 21/2/2014.
Today we are aware that the neurophysiology involved in the progression of force follows distinct patterns. Neuroscientist Dr. Paul D. MacLean put forth a sophisticated hierarchical theory known as the “trium brain,” based on the assumption that the human brain actually integrates three different layers, and that each layer represents a specific evolutionary level of human anatomy. The brain comprises the sympathetic, parasympathetic, and enteric nervous systems, each of which has been found to have distinct effects in combat. The enteric nervous system is of particular interest, capable of autonomous functions such as the coordination of reflexes, and can and does operate independently of the brain and the spinal cord. For this reason it was described as a “second brain” by its discoverer, and may in fact provide the “gut feeling” all experienced military personnel come to trust. In accordance with the above, and to address the escalation of violence outlined in the “Psychosomatics of Violence,” training for military personnel is delivered in compartmentalized modules that target specific applications. Thus, our instructional method has distinct units for non-lethal combatives (centering on escape, movement, avoidance, and minimal physical injury to opponents), submission combatives (centering on controlling resisting adversaries who may offer injurious but less-than-lethal violence), and finally lethal combatives (centering on actual close combat and rapid termination of the adversary). Each of these modules corresponds to a particular brain center: during non-lethal combatives, the neocortex is usually dominant; in lethal combatives, the opponent’s limbic system enters into play; while for lethal combatives the oldest part of our nervous system, the reptilian brain, is dominant.

Main Tactical Principles

Influenced by combat sports such as mixed martial arts, many close combat methods popular today advocate a “ferocious” response to the arbitrary attack, in conjunction with repetitive direct blows and minimal use of tactics; violence against violence and force against force in other words. Much effort is spent on increasing the endurance, strength, flexibility, speed, skill, etc, of the practitioner. History teaches us, however, that veteran soldiers are calm in battle, and that they utilize targeted attacks that expend a minimum amount of energy and resources. Why would anyone consider that hand-to-hand combat is somehow different? While not belittling or disregarding the importance of increasing a soldier’s capabilities for military operations, if ferocity, endurance, and strength alone guaranteed survival, then the dominant species on the planet would have been the cave bear, not homo sapiens.

The cave bear (Ursus spelaeus) was a species of bear that lived in Europe and became extinct about 27,000 years ago. It is likely that primitive man drove these bears to extinction. How did mankind face off against an angry predator roughly ten times his weight and with far greater ferocity, endurance, strength, etc, within the limiting confines of a cave using Stone Age weapons? It is here, in our most primitive past, that we must seek for the basis of our close combat method. Moreover, professionals engaged in maritime interdiction in particular must adapt to the degree of violence they will encounter; retraining to dominate or avoid less than lethal violence may be completely inappropriate for the situation at hand. The main principles of our method are thus based on the following criteria:

1. Self-protection

Great white sharks are ambush predators; their attack flows from a secure position outside the line of sight of their prey and then proceeds with single devastating impact. Having bitten their quarry, however, they will then back off and allow the animal to exsanguinate and weaken before consuming it. There is a simple, sound reason for this: there are no hospitals in Nature. Despite being an apex predator of the seas and having no natural predators, the great white protects itself first and foremost. Military personnel must follow similar principles. Lethal combat has two central identifying criteria: all variables cannot be predicted with surety, and no living animal, including man, will submit to lethal force without trying to damage its attacker as much as possible in the process. Let us provide some common examples of things to avoid. A “boxer’s fracture” is a fracture of the fourth and/or fifth metacarpal bones from striking an object with a closed fist (typically a human skull). Boxer’s fractures represent over one half of all metacarpal injuries, and males are nearly fifty percent more likely to sustain fracture from a punch than females. A boxer’s fracture in combat could result in the operator being unable to property aim and fire his weapon, placing his entire squad at risk, and the statistical probability of occurrence increases with each punch thrown. The same lesson must be applied to every part of our anatomy. Eyes can be broken, human skull is relatively lightly built, Australian scientists found that our jaws are at least 40 percent more efficient than those of the chimp, gorilla and orangutan. As a result, all tactics and techniques

6. Miller, Rory, Facing Violence: Preparing for the Unexpected, YMAA Publication Center (2011)
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employed in close combat must, by
definition, leave no weak points vulner-
able to attack. Military personnel must
operate from the standpoint that their
fear is armed, that hidden weapons and
natural weapons can and will be de-
ployed, that tactical errors will occur,
and that no opening in the process of
threat negation can or will be permitted.

2. Avoiding hubris
Military failures resulting from the fatal
flaw of hubris have profound costs, and
combatant commanders must main-
tain a continuous effort to detect and
prevent hubris in the course of tactical
decisions.

The first line of defense against the per-
dils of hubris is an understanding of its
very existence as part of the larger con-
text of human character. Early Greek
civilization originally viewed hubris as a
great act centered on self-gratification,
such as Icarus flying too close to the
sun. In the course of military training,
soldiers are encouraged to think of
themselves as “élite,” “better than,” etc.,
because only by retaining that mental
image will they eventually reach a point
where their capabilities reflect the ide-
als they are striving for. But in close
combat, it is important that the soldier
does not overestimate these same capabil-
ities.

Let us take another lesson from na-
ture. Wolves hunting in the wild are
very careful to choose the most nu-
terating/disabling structure
b. Employ diaphragmatic breathing
or deep abdominal breathing, marked
by expansion of the abdomen rather
than the chest when breathing. This
type of breathing will allow great-
er amounts of oxygen to enter the
lungs and bloodstream using slower
breathing rates. Moreover, if the op-
erator is wearing anti-ballistic armor
such as a plate carrier, this method
will allow for much more relaxed
breathing and movement overall11.

If correctly employing these two meth-
ods, the operator will find that he can
begin to place physiological respons-
es, normally exclusively associated with
the autonomic nervous system,
under his conscious control. Agnostic
researchers and repeated laboratory
testing have, over the past thirty years,
established that such capabilities lie
within our potential12.

The operator must employ the above in
conjunction with a balanced, centered
stance in which the hips bear the weight
of equipment and arms. He must learn
to move smoothly so that wave motion
and confined quarters do not limit his
mobility or effectiveness on ships and
boats. In short, he must move as if
wearing medieval armor on the battle-
field. Our method incorporates distinct
drills and techniques through which this
type of movement can be learned.

Each of the course modules (non-lethal
combat, submission combatives, and
lethal combatives) relate to a par-
ticular brain center that is typically ac-
tivated with regard to the progression
of force. During social violence, for
example, it is the limbic system that typi-
cally holds sway and submission of the
opponent that is the ultimate goal. Stu-
dents are taught methods by which the
neocortex, limbic system, and reptilian
complex are kept in constant balance.

4. Incapacitating the opponent’s foun-
dation/disabling structure
Great white sharks immobilize northern
elephant seals with a large bite to the
hindquarters (which is the main source
of the seal’s mobility) and wait for the
seal to bleed to death before returning
to devour their prey. Wolves attack
their prey in a similar manner.

The pack attacks its quarry as a unit,
tearing at its hindquarters and legs from
the rear until it falls to the ground, where-
upon the wolves proceed to immobilize
and then safely devour it.

During close combat, the human body
is capable of sustaining incredible
amounts of damage. The only safe
way for the soldier to engage a threat is
to prevent counter-tactics by incapac-
itating the opponent’s foundation and
disabling his structure.

In practical terms, this could mean sim-
ply breaking and controlling an oppo-
nent’s balance prior to the execution of
a particular technique, controlling
the opponent’s head, injuring an ag-
gressor’s legs to disable his capacity
to stand, disabling the delivery system
of a particular weapon (severely injur-
ing an elbow for example will prevent
use of a knife in that particular hand;
breaking the collar bone will prevent an
aggressor from lifting the related arm,
etc.), disabling sensory input (striking
the eardrums or the eyes), and simi-
tar tactics. The methodology through
which the operator employs any par-
ticular close combat technique or tac-
tic on an aggressor should follow this
sequence: 1) Displacement of the po-
tential threat, 2) Arrest of the delivery
system, 3) Incapacitation of the Foun-
dation, 4) Disabling of the Structure,
5) Execution.

5. Attacking the opponent’s central
nervous system
Contrary to popular belief, individuals
engaged in lethal combat can sustain
severe damaging wounds and still
continue to fight on, even successfully
delivering lethal force against their op-
ponents. Subject to the empowering
boost of the hormones delivered during
the acute stress response, police offi-
cers and criminals alike have been shot
in the chest (and heart) and gone on to
terminate their foes (sometimes before
expiring themselves). This is why the
previous step (disabling the opponent’s
foundation and structure) is all import-
ant during close combat, and, as we have
seen, is the method that is unilat-
erally followed by all predators in nature
to secure their prey. Only an attack on
the brain stem itself, or secondarily, on
the central nervous system, will result
in immediate threat termination.

Given the physiological responses in-
herent to the acute stress response,
for example, an aggressor may not feel
pain in a particular limb or in a particu-
lar region of the body during combat.
Enemy personnel have proceeded to
bite into a NATO soldier’s genitals af-
ter having had half their arm blown off
by a grenade and one eye gouged out
during hand-to-hand combat13. The
only secure method for attacking an ag-
gressor’s central nervous system is by
retaining conscious control through-
out the process; this involves very de-
liberate choices, angles of approach,
and methods of engagement. In de-
veloping our method, we learned from
nature, from the practice of hunters and
butchers throughout human history,
and from the European record of close
combat over the past three millennia.

Epilogue
Combat within close quarters may in-
clude lethal and nonlethal weapons and
methods depending upon the restrictions
imposed by civilian law, military rules of
engagement, and personal ethical codes.
It may result in a one-on-one duel (unlike-
ly) or (typically) derigate into a melee as
shown in Figure 1 from 1905, where
anything can happen at any time, and all
weapons are used every time. Indeed, the
term for massed close combat derives
from the French milîêche (which comes
from the Latin miscère, "to mix"), and refers
to groups of warriors interlocked in close
combat devolving into a chaotic scenario.

11. While traditionally associated with Zen Buddhism, this method of breathing was also used by Greek hoplite warriors wearing bronze breastplates in ancient times. Bronze armour is not flexible; a soldier wearing a tight-fitting metal cuirass was obliged to “breathe with his belly.”
In accord with the main tactical principles outlined previously, because anything can and does happen during close combat, because we cannot assume that there will be only one opponent, because we must assume that the opponent(s) is (are) carrying concealed and unceaseless weapons, because our mobility may be restricted by space and/or by the press of a crowd, and finally because we must always prepare for worst case scenarios in the course of military operations, the system of close combat we employ must be fully functional under the conditions portrayed in Figure 1. Moreover, we must make these conditions even more threatening by entering in the factor of armor: our opponents may be fully armored while we are not, or armor may hinder our movements but not that of our opponents. We may have to contend with the steel walkways and bulkheads of a ship pressing in upon us, or cold concrete under our feet and sharp glass at our sides in urban warfare. We may be operating on a balcony or with our back to a guardrail. Careful tactical consideration of all these parameters is what can make a method of close combat successful during maritime interdiction - or not.
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